
• MDM capabilities

• New way to manage your SecureDoc 
Enterprise Server (SES)

• Easy access via Web browser

• More flexibility to manage SES

• Manage Windows, Mac, iOS and 
Android devices through one console

• Convenient, robust and easy to use

Features at a Glance:

WinMagic’s SecureDoc Enterprise Server (SES) offers organizations 
total control over their data security environment ensuring 
maximum security and transparency in regular work flow. With 
industry-leading full disk encryption (FDE) technology and 
industry-first technology like PBConnexTM, SecureDoc enables 
customers to streamline their IT processes and as a result, help 
reduce the total IT cost of ownership. 

SecureDoc places all security-related management under one 
centralized enterprise server including policies, password rules, 
and the manageability of encryption across multiple platforms. 
SecureDoc includes the SES Web Console facilitating Mobile Device 
Management (MDM) options, giving administrators convenient 
access to all SES settings. 

SecureDoc’s MDM tools offer customers a holistic view to their 
status of the devices, allowing them to manage the deployment 
of Windows, Mac, Linux, Android® and iOS® devices and also to 
ensure that the appropriate security and password policies are 
enforced. SecureDoc MDM offers the ‘proof’ that IT administrators 
require to ensure compliance with key industry regulations while 
at the same time offering a strong solution for bring your own 
device (BYOD) environments.

SecureDoc Mobile Device Management

Giving IT Managers Flexibility & Control for all network devices



ENTERPRISE SERVER

SES Web console offers a unified view of all encrypted devices, 
streamlining IT security management

SES MDM support for Android devices:
• Android-based tablets running version 3.01 
(Honeycomb) and above
• Android-based smartphones running version 4.0 
(Ice Cream Sandwich) and above

SES MDM Supported features for Android devices:
• Kill pill/remote wipe
• Camera restrictions
• Enforce password & password quality
• Device wipe based on failed log-in attempts
• Password reset

SES MDM Support of iOS devices:
• Apple iPhone and iPad running iOS 4 and higher

SES MDM Supported features for iOS devices:
• Auto-lock
• Encrypted back-up
• Enforce password & password quality
• Kill pill/remote wipe
• Camera & Facetime restrictions
• Device wipe based on failed log-in attempts
• Password reset & remote unlock
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Mobility solutions shouldn’t freeze businesses in their tracks. SecureDoc MDM and SES Web console 
offers enterprise peace of mind when dealing with mobile data and ensuring its integrity.

How Does it Work
WinMagic’s MDM server builds on Apple Push Notification service (for iOS devices) and Google Cloud Messaging 
service (for Android devices) to communicate with and manage an organization’s mobile devices.
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