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Protection

Detecting insecure 
network settings and 
patching cadence.

Categories



Health

Grading the 
performance level of 
the security 
infrastructure.

Categories



Behavior

Detecting internal 
network threats based 
on traffic patterns. 

Categories



Categories

Users

Expose the traffic and 
authentication level of 
your users.



Categories

Connections

The status and quality 
of SD-WAN and VPN 
links.



Categories

Devices

Understanding the 
traffic from IoT, mobile 
and corporate units.



Categories

Overall Score

Ranging from A to F very simply explaining the 
status of the solution. 



Categories

Threat Level

Together with the Threat Level, summarizing the 
malicious activity going on towards us.



CyberSecurity ScoreCard

Overall Score Threat Level

Top 3 Suggested Improvements

Category Suggested Improvement
Users
Connections
Behaviour

Enforce MFA for VPN connections.
Disable IPsec algorithms with key  length < 256.
Users within your network is communicating with know botnets. Perform malware scan.
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Example actions

• Activate IP Reputation
• Block applications with 

high risk
• Uppgrade firmware
• …



Geographically Compare 



Compare over time





Simplified Actionable Security Analytics



As CyberSecurity is evolving 
form a technical burden to 

a business priority…

Simplicity is Key



”By 2020, 100% of large enterprises will be asked 

to report to their boards of directors on
cybersecurity and technology risk at least 

annually, which is up from 40% in 2016. ”



Architecture



Architecture - Data sources

• Event logs
• From NetWall, EasyAccess, …

• Status information
• Windows API via OneConnect

• Configuration data
• From NetWall, EasyAccess, …

• Reference data
• From myClavister, Clavister Service 

Provisioning Network

Score Calculator

Daily computation updates 



Gathering data
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Indicators and Categories
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Indicators and Categories
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Summary



CyberSecurity ScoreCard

• Simplified Visibility 
• Instant view  peace of 

mind
• Prescriptive analytics 

actionable
• Comparable  justifying 

investments

Overall Score Threat Level
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Protection Health Behavior Users Connections Devices

Top 3 Suggested Improvements

Category Suggested Improvement
Users
Connections
Behaviour

Enforce MFA for VPN connections.
Disable IPsec algorithms with key  length < 256.
Users within your network is communicating with know botnets. Perform malware scan.



Included in: 



Helps IT Manager Anna:
• Reveal
• Prioritize
• Communicate

The status of IT Security

Simplified Actionable Security Analytics

TM



Helps CEO John:
• See status
• Understand need
• See impact

Feel at ease!

Simplified Actionable Security Analytics

TM



The Leading European 
CyberSecurity Expert



Thank you and visit us at 
www.clavister.com

for more information

http://www.clavister.com/
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